	[image: ]
	
REPUBLIQUE DU NIGER
Fraternité – Travail - Progrès
MINISTERE DES FINANCES
Institut National de la Statistique

Programme d’Appui au Développement du Système Statistique National pour la Promotion de la Gouvernance et le Suivi Evaluation de la Pauvreté
PASTAGEP
	[image: ]




Aide mémoire de la mission

EVALUATION ET ACTUALISATION DU SCHEMA DIRECTEUR INFORMATIQUE (SDI) DE L’INSTITUT NATIONAL DE LA STATISTIQUE (INS)


CEPED

Thierry Salmon – Harouna Mayaki

12 avril 2013



[image: ANd9GcTnoeRwC-1XYRpOwGlvY26-g1LJEwQAavBJPjW1BV13Gy8Kwl5ueA]





Contexte et objectifs de la mission
Les stratégies nationales de développement de la statistique mettent en avant l’importance du rôle de l’INS dans la coordination du SSN. Or les technologies de l’information sont un élément désormais incontournable pour produire des données statistiques fiables, de qualité et en temps utile pour permettre d’orienter les politiques publiques.
En 2007 une étude financée par le FED dans le cadre du projet de renforcement des capacités du système statistique national pour le suivi évaluation de la Stratégie de la Réduction de la Pauvreté (SRP) a permis de réaliser un schéma directeur informatique pour la période 2007-2011. Désormais achevé, ce SDI n’a pas encore fait l’objet d’un bilan pour définir les orientations futures en termes d’informatisation de l’INS.
Enfin le Niger a achevé la mise en œuvre de sa SNDS par la réalisation d’un bilan qui doit être validé dans les mois à venir. Les premières orientations de la prochaine SNDS 2013-2018 sont connues et sa préparation doit s’engager également dans les mois à venir.   
La mission est donc chargée de dresser le bilan des activités menées dans le cadre du SDI de 2007 et, à partir de ces enseignements et dans le cadre des orientations de la prochaine SNDS définir un nouveau schéma directeur informatique pour la période 2013-2018.
Déroulement
La mission a été présente à l’INS du 11 mars au 13 avril 2013 et a organisé ses activités selon les 2 phases découlant des objectifs :
1. Etude des réalisations découlant du SDI 2007 par des entretiens dans les structures qui en ont bénéficié pour définir le bilan de ce SDI. Ces entretiens sont également l’occasion de recueillir des éléments permettant d’avoir un état des lieux suffisamment clair pour nourrir les bases du prochain SDI,
2. Analyse des données recueillies et entretiens avec quelques structures complémentaires afin de rédiger le schéma directeur informatique 2013-2018
Les collectes d’information ont été réalisées selon le planning présenté plus loin. Le bilan du SDI 2007 a été présenté en comité de direction de l’INS le 28 mars et une restitution globale devant le comité de direction auquel se sont joints les représentants de l’UE et des sectoriels a été faite le 12 avril.
Bilan du SDI 2007
Les objectifs essentiels de ce premier schéma directeur étaient les suivants :
· Améliorer les bases de données
· Installer un réseau intranet
· Développer le site internet de l’INS
· Interconnecter l’INS avec les services statistiques sectoriels de l’éducation et de la santé
Le schéma directeur de 2007 s’est concentré sur l’Institut à Niamey et sur deux services statistiques sectoriel (santé et éducation). L’objectif pour ces derniers était de renforcer leur équipement et d’assurer une continuité de l’information entre eux et l’INS par une interconnexion réseau. Les directions régionales de la statistique n’étaient pas incluses dans le périmètre de l’étude mais le cabinet du Premier Ministre figurait au nombre des structures bénéficiaires d’appui en termes d’équipement de communication afin d’être relié à l’INS.
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Figure 1: planning des rencontres
La mission a constaté une forte prédominance des acquisitions par rapport à l’organisation. La situation qui était celle de 2007 l’explique aisément, mais il ne doit plus en être ainsi pour les années qui viennent. L’outil informatique a néanmoins été approprié par les agents, mais le fonctionnement de l’ensemble est chaotique et les limites budgétaires y sont visibles : si des acquisitions sont bien réalisées chaque année, les consommables et pièces détachées semblent extrêmement compliquées à obtenir. Il n’existe pas de procédure standardisée pour l’exécution des diverses tâches informatiques et quand bien même il y en a, elles ne sont ni mises à jour ni appliquées avec rigueur et constance. C’est là un problème majeur de gouvernance du système d’information qui se répercute sur les agents dont la sensibilisation aux problèmes de sécurité informatique s’émousse puis disparaît avec le temps.
C’est donc un bilan mitigé : des avancées en termes d’équipements et d’utilisation de l’informatique, mais des échecs qui pointent presque tous vers un manque de gouvernance du système d’information.  
Le schéma directeur informatique 2013-2018
Principe général
Le schéma directeur informatique est une pièce maîtresse dans toute structure car il organise le développement de l’outil informatique pour qu’il accompagne et renforce l’action de la structure. Un SDI a donc une dimension stratégique qui doit être pleinement appréciée et soutenue par la direction générale. Ainsi un SDI est habituellement préparé pour une durée de 5 à 7 années et est accompagné d’un plan initial de mise en œuvre, souvent pour une période de 2 à 3 ans, au terme duquel un point de situation est fait et un nouveau plan d’évolution produit pour poursuivre et, le cas échéant, amender, le SDI. 

Figure 2: mise en œuvre d'un SDI
Si la mise en œuvre d’un SDI sur le long terme relève de la responsabilité des plus hautes instances de la structure concernée, en l’occurrence ici la direction générale de l’INS, la réalisation concrète des différents plans inclus dans le SDI relève des responsables opérationnels, soit ici la division informatique. 
Application à l’INS
Le périmètre du SDI 2013-2018 a fait l’objet d’un échange lors de la réunion de démarrage tenue avec le directeur général de l’INS. Deux possibilités se sont présentées : considérer le SSN dans son ensemble avec le renforcement du rôle de coordination de l’INS dans le domaine informatique ou restreindre l’étude aux seuls services de l’INS étendus aux directions régionales. A l’issue de l’entretien, et sur les souhaits du directeur général, c’est la seconde option qui a été conservée : le SDI 2013-2018 sera centré sur le développement de l’outil informatique à l’INS et dans les directions régionales. Ce choix se fonde sur la situation du pays en termes de capacités techniques, financières et d’encadrement ainsi que sur les expériences passées qui ont montré les limites d’une ambition trop forte. Cependant ce périmètre ne doit pas être considéré comme immuable car le propre des points de situation évoqués plus haut est de pouvoir amender le SDI en élargissant son périmètre si les conditions du moment le permettent. 
Sur la constatation principale du bilan du SDI 2007, le nouveau schéma se positionnera résolument sur un renforcement de la gouvernance informatique permettant l’adoption de pratiques formelles dans la gestion au quotidien de l’outil informatique. Cette gouvernance doit alors pouvoir favoriser et piloter les projets à mettre en œuvre.
L’analyse de la situation nous a conduits à présenter nos observations et recommandations dans 7 thèmes principaux : 
1- organisation et ressources humaines (fonction informatique),
2- applications informatiques (quelles qu’elles soient) 
3- parc informatique (postes de travail comme serveurs), 
4- réseaux et télécommunication (réseau informatique et téléphonique), 
5- sécurité (informatique comme des biens et des personnes), 
6- archivage des données (y compris les bases de données et les sauvegardes), 
7- internet et intranet (utilisation du média web en général). 
Organisation et ressources humaines
 (
Figure 
3
: les étapes dans la vie d'une DSI
)La fonction informatique à l’INS souffre d’une représentation très classique au sein des administrations publiques en étant placée auprès du secrétariat général. En n’étant ainsi qu’un service administratif, elle n’est de fait considérée que comme un outil au service de l’INS. Les intitulés des services de la DI trahissent l’orientation encore trop utilitaire des tâches réalisées. Ainsi il n’est pas fait mention explicite d’un rôle d’étude mais uniquement de « traitement des données », activité historique de l’informatique de la statistique. Il n’est également fait mention que d’assistance, de gestion et d’administration, trois termes impliquant des actions plutôt passives, en réaction à une demande ou bien « suivi des affaires courantes », mais en aucun cas indiquant une prise de contrôle et un pilotage de l’informatique. Il faut que la DI devienne un véritable partenaire dans la production de données statistiques en étant reconnue dans son métier de pilotage de l’outil de production qu’est l’informatique. Réaliser cela implique de transformer la division informatique pour lui permettre :
· d’impulser une véritable politique de gouvernance du système d’information de l’INS et du SSN,
· d’être pleinement responsable du bon fonctionnement des outils informatiques de l’INS et, de ce fait, de pouvoir prendre et appliquer toutes mesures nécessaires,
· d’être en capacité d’influer sur les choix stratégiques et techniques pris au sein du SSN en matière informatique.
La logique de cette nouvelle organisation est de mettre en place une gouvernance professionnelle et moderne du système d’information de l’INS qui soit à même de traiter les sujets en mode projet, de délivrer à ces utilisateurs un service de qualité et de peser sur les orientations touchant les acteurs du SSN en matière de systèmes d’information. L’introduction dans les intitulés des mots « méthodes », « études » ou « sécurité » doit concrétiser une volonté de maîtriser les systèmes informatiques et de les piloter plutôt que de simplement les gérer.
 (
Figure 
4
: proposition de réorganisation de la DI
)La première réalisation de cette nouvelle organisation sera de définir et faire adopter un ensemble de normes de fonctionnement pour encadrer l’utilisation de l’outil informatique, par exemple :
· Charte de l’utilisateur d’un poste informatique (qui sera à signer par chacun)
· Charte de l’utilisateur d’Internet (à signer également)
· Procédure de déclaration et de traitement des demandes d’assistance
· Procédure régissant les sauvegardes de données
· Modèles standard pour les documents utilisés par l’INS (word, powerpoint, etc.)
· Manuel pratique à destination des utilisateurs d’un poste informatique (choix des mots de passe, organisation des fichiers, règles de sécurité informatique, etc.)
· Socle applicatif officiel de l’INS
· Procédure pour la mise en service ou la mutation d’un poste de travail
· Procédure pour la mise en ligne de contenus sur le site web et sur l’intranet
· Méthode de conduite de projets informatiques (étapes, modèles et fréquence des rapports, méthodologie, outils, etc.)
· Règles de nommage à utiliser dans le cadre des développements informatiques.
Ces règles devront être appliquées par tous sans exception afin d’alléger le poids des tâches quotidiennes et de permettre à la nouvelle direction de se concentrer sur des activités à plus forte valeur ajoutée pour l’INS : définition d’un référentiel qualité, mise en œuvre d’une gestion en mode projet, suivi de l’application des règles, conception de projets informatiques ambitieux, etc.

Applications informatiques
Les applications utilisées par l’institut peuvent se classer en 3 catégories :
1. Les logiciels commerciaux, qu’ils soient de bureautique ou métier
2. Les applications créées et donnée par les PTF
3. Les applications développées par la DI pour les besoins de l’INS
Le point commun est une grande hétérogénéité : les logiciels commerciaux sont souvent des versions multiples (au moins 3 de MSOffice, 3 de SPSS, 4 de STATA, etc.) et illicites (ce qui présente un risque de sécurité), les applications fournies par les PTF sont basées sur des technologies différentes (voire parfois sont livrées avec leur propre serveur) et les développements internes ne sont pas standardisés ce qui complique la maintenance.
Les projets liés à ce chapitre sont, parmi les principaux :
· Moderniser le répertoire des entreprises en y ajoutant la gestion des DSF
· Réaliser un entrepôt de données basé sur les informations de Renacom. 
· Moderniser les logiciels utilisés par la DAF. Il faut ici rédiger un vrai cahier des charges pour les fonctions paie, RH, budget et finances puis lancer un appel d’offre.
· Automatiser la production des annuaires statistiques.
Parc informatique
Le nombre d’ordinateurs est important : nous en avons compté près de 190 en incluant les DRS. Ce parc est hétérogène : machines de tous âges, versions multiples de Windows, pas de gestion centralisée, imprimantes de tous types et de toutes marques, serveurs de tous types également. Il faut donc le standardiser au mieux afin de faciliter la maintenance et d’économiser en termes de consommables :
· Remplacer les machines les plus anciennes
· Programmer un renouvellement annuel d’une partie du parc pour parvenir à un renouvellement complet tous les 5 ans (à affiner selon les possibilités budgétaires réelles)
· Remplacer les serveurs les plus anciens et mettre en service celui qui a été fourni par le FNUAP en appui à IMIS (il deviendra le serveur de base de données et de stockage)
· Ajouter un robot de sauvegarde sur bandes DAT
Réseaux et télécommunication
Le réseau informatique date de 2008 et n’a pas été modifié depuis :
· Plusieurs connecteurs (une dizaine) sont désormais inopérants car endommagés,
· Des câbles qui passent dans les faux plafonds et dans les combles du bâtiment ont été endommagés par les rongeurs,
· Les switchs utilisés sur le réseau ne sont pas homogènes et créent des goulets d’étranglement,
· Certains bureaux de l’INS ne sont pas intégrés dans ce réseau.
Bien qu’une liaison Internet à 2Mb/s existe, celle-ci est engorgée par un trafic dont une large part relève des spams, des virus et des usages non professionnels.
Il est donc urgent de :
· réparer et étendre le réseau local de l’INS, installer un réseau au BCR et dans les DRS,
· créer une voie centrale, ou « backbone », à haut débit pour supprimer les goulets d’étranglement,
· configurer les serveurs et routeurs pour protéger le réseau,
· reprendre la configuration des postes de travail pour les inclure pleinement dans la gestion du réseau et les sécuriser. Cette phase revient à appliquer les règles de gestion définie par la DI.
Sécurité
Ce chapitre englobe la sécurité physique des biens et des personnes, électrique et informatique. La première implique de mettre en place des détecteurs d’incendie (un impératif en raison de la quantité d’archives papier stockées et des risques de court circuit électrique dans un environnement très sec), de réviser les extincteurs (et d’en ajouter si besoin) et de former tous les agents à leur maniement. Il ne faut bien sûr pas oublier les locaux du BCR ni des DRS.
La seconde concerne le remplacement de l’onduleur central qui n’est plus opérationnel et d’installer un générateur de forte capacité pour prendre en charge la totalité des équipements de l’INS.
Enfin la sécurité informatique repose sur un anti virus correctement déployé sur l’ensemble des postes, un pare feu et un serveur proxy pour filtrer les accès au réseau et la sensibilisation renforcée des agents sur la problématique des virus et autres comportements à risque pouvant porter atteinte à la sécurité des données.
Archivage et bases de données
Par nature l’INS produit de nombreuses données issues d’enquêtes (métadonnées et micro données) ou d’indicateurs. L’archivage des données est ici compris dans le sens du stockage dans des outils adéquats pour permettre leur consultation et future réutilisation sans problème majeur. Les outils utilisés à cet effet sont IMIS, NADA, le Toolkit et Redatam. Les deux premiers sont accessibles par le grand public sur Internet.
Les bases de données sont disparates et globalement réparties entre MSAccess, MSSQL serveur et MySQL. Il faut pouvoir toutes les regrouper dans deux systèmes principaux : MSSQL et MySQL. Chaque application nécessitant une base de données devra utiliser l’un de ces deux systèmes à l’exclusion de tout autre pour faciliter l’exploitation réalisée par les services informatiques.
L’ensemble de ces bases de données et données archivées doit être sauvé sur des bandes gérées dans le cadre d’une politique de sauvegarde claire, fiable et strictement appliquée par la nouvelle direction informatique dans le cadre de la gouvernance des systèmes informatiques.
Internet et intranet
Le site web actuel est clair et n’est pas agressif à l’œil, mais il ne met pas en avant les données importantes. Il apparaît en fait comme un site fait par des informaticiens à destination de statisticiens ! Le grand public est oublié et l’INS manque ainsi de remplir un rôle pédagogique à son égard. Le site doit donc être revu et réorganisé avec l’appui de la cellule de communication. Ce sera l’occasion d’ajouter un module dédié au CFP avec possibilité d’e-learning.
Il en est de même pour l’intranet : son utilisation a déclinée ces derniers mois et des informations semblables se retrouvent dans des sections diverses au lieu d’une seule. De plus l’intranet devrait accueillir un portail administratif dans lequel toutes les applications web à usage interne devront se retrouver (gestion des activités, suivi des dossiers, demandes d’assistance, réservation de salle et de matériel, etc.). Là encore la cellule de communication doit apporter son concours pour l’aspect visuel.
La commission site web, actuellement en sommeil, doit être réactivée et prendre en charge tous les médias web : site web et intranet.
Mise en œuvre du SDI 2013-2018
Ce document est un cadre d’évolution et de modernisation de l’outil informatique à l’INS pour les 5 ans à venir. Sa mise en œuvre va donc s’étaler dans le temps et débuter avec des projets urgents comme la révision complète du réseau ou la sécurisation. Malgré les réflexions menées lors de son élaboration, ce SDI ne veut pas prétendre avoir englobé tous les besoins pour les 5 ans à venir. La liste des projets à exécuter va évoluer en même temps que les besoins et les sujets traités par l’INS. 
Pour encadrer tout cela, un comité de pilotage du SDI doit être mis sur pied et doit se réunir chaque mois durant la première année, puis chaque trimestre (période maximale) ensuite. Son rôle est de garantir une logique d’ensemble entre tous les projets, de prendre les décisions qui s’imposent en cas de blocage ou de délai important constaté et de proposer ou d’intégrer de nouveaux projets au fil du temps. Il devra aussi organiser une mission d’évaluation à mi-parcours pour faire le point sur les projets réalisés et valider ou ajuster les orientations du SDI pour le temps restant. Son rôle est donc majeur. Parmi ses membres doit figurer la direction générale, la DI, un représentant des directions métier de l’INS, un représentant des DRS et un des directions sectorielles. Pour rendre efficace son fonctionnement, sa composition ne doit pas être pléthorique.
La logique globale proposée pour le SDI est la suivante :
1. Objectif global : Contribuer à mettre en œuvre la SDRP et les politiques sociales et démographiques
2. Objectif spécifique : Produire des données statistiques de qualité, fiable et en temps utile
3. Résultats :
a. Disposer d’un outil de travail performant, ce qui implique un environnement sûr et un SI fondé sur des technologies modernes,
b. Développer une bonne gouvernance du SI permettant de piloter le SI en renforçant la fonction informatique, en instaurant des méthodes et des normes basées sur les bonnes pratiques et en se faisant le meilleur usage des compétences disponibles,
c. Faciliter le travail des utilisateurs en mettant en place des outils logiciels et des bases de données satisfaisant les attentes et en garantissant la sécurité des données stockées dans le SI,
d. Communiquer et diffuser les données en développant l’usage de l’Internet et de l’intranet.
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